
Cyber security assessments (C2M2, CIS-CSC, NIST) 

 Cyber Program Design or Upgrades

 Cyber Policy and Procedures Creation

 Managed Utility SOC Services

Meridian's Cyber Security team has real-world experience with 
security standards based on the National Institute of Standards and 
Technology (NIST) and Cybersecurity Framework (CSF).  We can 
help you build strategic threat intelligence to protect your IT and OT 
assets.

The reality is that cyber threats are becoming more sophisticated 
every day, and utility companies are a prime target for threat actors.

 Cyber Security Assessments (C2M2, CIS-CSC, NIST)

Assess and Secure Private Information

Depending on where you are in your cyber journey, the Meridian 
Cyber Security team can help you enhance your current cyber 
program.  For those just starting out, we can help you build your 
program from the ground up. 

Build, Enhance, Protect!

Meridian Integration Security Assessments:

1. Evaluate Current Cyber Posture
2. Identify Gaps and Prioritize Potential Threats
3. Deliver Remediation Strategies Based on Assessment Findings

Meridian-Integration.com
Info@Meridian-Integration.com

Electric and Natural Gas Utilities
Meridian follows the C2M2 framework designed by the EPA specifically 
for Electric and Gas utilities.

Water Utilities
Meridian follows the NIST Cybersecurity framework, recommended 
by AWWA.

Contact Us
(833) 570-2192

“Manufacturing and 
Utilities highest average 
ransom payment ($2M)”  

Source: Sophos State of 
Ransomware 2022

Source: cloudwards.net

“37% of all businesses 
and orgs were hit by 
ransomware in 2021”
 

CYBER SECURITY SERVICES

Source: Prospero

“A Colorado energy 
company had to shut 
down 90% of its internal 
controls in January 2022 
due to malicious 
cyberware that wiped 25 
years of historical data”


